Sign up – POST http://localhost:8080/api/auth/signup

   {

   "username": "ArunTes",

    "password": "Walmart@123",

    "email": "aruntes@gmail.com",

    "roles": ["user","mod"]

    }

Sign in – POST http://localhost:8080/api/auth/signin

{

    "username": "ArunTest",

    "password": "Walmart@123"

}

Once login is successful cookie gets added in the response header.

For further GET calls the cookie is required to be sent in the request header.

GET - <http://localhost:8080/api/test/admin>

GET - <http://localhost:8080/api/test/guest>

GET - <http://localhost:8080/api/test/user>

GET - <http://localhost:8080/api/test/all>

GET - <http://localhost:8080/api/test/home>

This is to identify the user is logged-in or not

Login Users:

Role: USER and GUEST

{

    "username": "Arun",

    "password": "Walmart@123"

}

Role: GUEST

{

    "username": "ArunTest",

    "password": "Walmart@123"

}

Role: USER

{

    "username": "ArunTes",

    "password": "Walmart@123"

}

Role: ADMIN

{

    "username": "Admin",

    "password": "Walmart@123"

}